
 

 

 

 

 

 

 

AET Security Policy 

AET shall adopt an effective security management system 

across the Group which will identify, evaluate and manage 

security risks to our people, asset, information and reputation. 

AET shall follow and apply security policies, standards and 

guidelines. 

 

AET shall promote security awareness, exercise security best 

practice and communicate to all stakeholders to adhere to 

the MISC Security Standards, Guidelines and Procedures. 

 

AET shall provide the necessary resources to acceptable 

levels to ensure that our business operations are conducted 

in a safe and secure environment. 

 

Security is everyone’s responsibility. 

 

Signed by 

 

Nick Potter 

President & CEO 

AET 

12 June 2025 


